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นโยบายการบริหารจัดการความปลอดภัยด้านสารสนเทศ 
และความมั่นคงปลอดภัยไซเบอร์ (Cybersecurity) 

บริษัท โรงพยาบาลจุฬารัตน์ จ ากดั (มหาชน) 
 

บริษทั โรงพยาบาลจุฬารัตน์ จ ากดั (มหาชน) และบริษทัในเครือ “บริษทั” ไดจ้ดัให้มีระบบเทคโนโลยีสารสนเทศ
และระบบเครือข่ายคอมพิวเตอร์ขึ้นเพื่ออ านวยความสะดวกแก่พนกังานในการปฏิบติังานให้บริษทัฯ ดงันั้นเพื่อให้การใช้
งานระบบเทคโนโลยีสารสนเทศและระบบเครือข่ายคอมพิวเตอร์เป็นไปอย่างเหมาะสมและมีประสิทธิภาพสูงสุด รวมทั้ง
เพื่อป้องกนัปัญหาท่ีอาจเกิดขึ้นจากการใชง้านในลกัษณะท่ีมีความเส่ียงท่ีท าให้เกิดความเสียหาย บริษทัฯ จึงจดัท านโยบาย
การบริหารจดัการความปลอดภยัดา้นสารสนเทศขึ้นเพื่อให้เป็นแนวทางและกฎเกณฑม์าตรฐานส าหรับพนกังานและบุคคล
ท่ีมีหนา้ท่ีหรือมีความเก่ียวขอ้งในการท างานมีสาระส าคญัดงัน้ี 

โครงสร้างของคณะกรรมการ : บริษทัฯ ไดก้ าหนดบทบาทและหนา้ท่ีความรับผิดชอบของการบริหารความปลอดภยั
ดา้นสารสนเทศ ผา่นโครงสร้างองคก์รดงัน้ี 
▪  Information Security Management Committee : ประกอบด้วยผู้บริหารระดับสูงของบริษัท โรงพยาบาลจุฬารัตน์ 

จ ากดั (มหาชน) หรือบริษัทในเครือ มีบทบาทและหน้าที่ดังนี้ 
o อนุมติั ประกาศใชน้โยบายหรือระเบียบปฏิบติัอ่ืน ๆ ท่ีเก่ียวขอ้งกบันโยบายการบริหารจดัการความปลอดภยัดา้น

สารสนเทศ 
o ก าหนดและอนุมติัเกณฑส์ าหรับความเส่ียงและระดบัความเส่ียงท่ียอมรับได ้
o พิจารณาผลการประเมินความเส่ียงและแผนการแกไ้ขความเส่ียงท่ีส าคญัขององคก์ร 
o พิจารณาลงโทษผูท่ี้ละเมิดนโยบายการบริหารจดัการความปลอดภยัดา้นสารสนเทศ 
o ใหก้ารสนบัสนุนดา้นทรัพยากรท่ีจ าเป็นในการด าเนินงาน 

▪ Data Protection Officer : พนักงานในบริษัทฯ หรือผู้ท่ีได้รับมอบหมาย มีบทบาทและหน้าท่ีหลกั ดังนี ้
o ก ากบัดูแลและใหค้ าแนะน าเก่ียวกบัการจดัเก็บและการใชง้านขอ้มูลส่วนบุคคลในระบบต่าง ๆ 
o ท าการตรวจสอบการจดัเก็บและการใชง้านขอ้มูลส่วนบุคคลในระบบต่าง ๆ และรายงานความเส่ียง เหตุการณ์ หรือ

สถานการณ์ท่ีเก่ียวข้องกับความมั่นคงปลอดภยัด้านสารสนเทศรวมถึงแนวทางแก้ไขให้คณะกรรมการฯ และ
ผูเ้ก่ียวขอ้งรับทราบ 

o ตอบสนองและจดัการกบัเหตุการณ์ความมัน่คงปลอดภยัดา้นสารสนเทศท่ีเกิดขึ้นในบริษทัฯ 
o จดัการอบรมและใหค้วามรู้กบัพนกังานของบริษทัฯ ในเร่ืองการใชง้านและปกป้องขอ้มูลส่วนบุคคล 
o ติดตามและเผยแพร่ข่าวสารเหตุการณ์ท่ีเก่ียวกบัความมัน่คงปลอดภยัดา้นสารสนเทศใหก้บัผูเ้ก่ียวขอ้งในบริษทั 
o ประสานกบัหน่วยงานต่าง ๆ ในเร่ืองการบริหารจดัการขอ้มูลทั้งภายในและภายนอกบริษทัฯ 
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▪ Information Security Director : ตัวแทนผู้บริหารของบริษัทฯ มีบทบาทและหน้าท่ีดังนี ้
o ให้ค  าแนะน าและขอ้เสนอแนะต่อผูบ้งัคบับญัชาในการก าหนดนโยบายและมาตรการเก่ียวกบัการบริหารจัดการ

รักษาความปลอดภยัของขอ้มูล 
o ก ากบัดูแลและใหค้ าแนะน าเก่ียวกบัการปฏิบติังานของผูดู้แลระบบเทคโนโลยสีารสนเทศและผูดู้แลระบบเครือข่าย

คอมพิวเตอร์ของบริษทัฯ ในการปฏิบติัตามนโยบายฉบบัน้ี 
o ส่ือสารใหพ้นกังานทราบถึงความส าคญัของการรักษาความปลอดภยัของขอ้มูล 
o ให้การสนับสนุนและความรู้กับพนักงานและบุคคลภายนอกท่ีเก่ียวขอ้งกับการปฏิบัติตามนโยบายการบริหาร

จดัการความปลอดภยัดา้นสารสนเทศ 
o ตรวจสอบการปฏิบติัตามนโยบายของพนกังานและบุคคลภายนอกเก่ียวขอ้งอยา่งเหมาะสม 
o พิจารณาการปรับปรุงนโยบายใหเ้หมาะสมกบัสถานการณ์ในปัจจุบนั 
o ประสานงานและหาแนวทางในการควบคุมและจดัการปัญหาในกรณีท่ีเกิดเหตุละเมิดนโยบายหรือละเมิดความ

มัน่คงของขอ้มูลขึ้นในองคก์ร 
o รายงานผลการด าเนินการแบบรายไตรมาสต่อ Information security Management Committee 
o รายงานความคืบหนา้เหตุการณ์หรือสถานการณ์ท่ีเก่ียวขอ้งใหค้ณะกรรมการฯ รับทราบ 
o ปฏิบติัหนา้ท่ีอ่ืนตามท่ีก าหนดไวใ้นนโยบายฉบบัน้ี 

▪ CHG Computer Emergency Response Team (CHG CERT) : ประกอบดว้ยทีมงานจากบริษทั หรือผูท่ี้ไดรั้บมอบหมาย  
มีบทบาทและหนา้ท่ีหลกัดงัน้ี 
o ตอบสนองและจดัการกบัเหตุการณ์ความมัน่คงปลอดภยัดา้นสารสนเทศ 
o ใหค้  าแนะน าและแกไ้ขภยัคุกคามความมัน่คงดา้นเทคโนโลยสีารสนเทศ 
o ติดตามและเผยแพร่ข่าวสารเหตุการณ์ต่างๆท่ีเก่ียวกบัความมัน่คงปลอดภยัของระบบเทคโนโลยีสารสนเทศให้กบั

ผูเ้ก่ียวขอ้งในบริษทัฯ 
o ศึกษา ปรับปรุงเคร่ืองมือและแนวทางปฏิบัติให้ทันสมัยอยู่เสมอเพื่อเพิ่มความมั่นคงปลอดภัยให้กับระบบ

เทคโนโลยสีารสนเทศของบริษทัฯ 
o ด าเนินการเร่ืองอ่ืนๆท่ีเก่ียวกบัการบริหารจดัการความปลอดภยัสารสนเทศตามท่ีผูบ้งัคบับญัชามอบหมาย 

แนวทางปฏิบัติ : ก าหนดให้ทุกบริษทัท่ีอยูภ่ายใตน้โยบายฉบบัน้ีจะตอ้งจดัท าระเบียบปฏิบติัและแผนต่างๆ ตามรายละเอียด
ดา้นล่างและเสนอขออนุมติัเพื่อประกาศใชง้านจาก Information Security Management Committee ภายใน 180 วนั หลงัจาก
ท่ีนโยบายฉบบัน้ีมีผลบงัคบัใช ้
o ระเบียบปฏิบติัเก่ียวกบัการใชง้านทรัพยากรสารสนเทศ 
o ระเบียบปฏิบติัในการคุม้ครองขอ้มูลส่วนบุคคล เพื่อใหข้อ้มูลมีความมัน่คงปลอดภยัและเช่ือถือได ้
o ระเบียบปฏิบติัเก่ียวกบัการรักษาความมัน่คงปลอดภยัไซเบอร์ ใหส้ามารถรับมือไดอ้ยา่งเหมาะสม 
o ระเบียบปฏิบติัเก่ียวกบัการบริหารจดัการบญัชีผูใ้ชง้านขอ้มูลและระบบสารสนเทศ 
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o ระเบียบปฏิบติัเก่ียวกบัการบริหารจดัการผูใ้หบ้ริการภายนอกดา้นสารสนเทศ 
o ระเบียบปฏิบติัเก่ียวกบัการบริหารจดัการทรัพยสิ์นดา้นสารสนเทศ 
o ระเบียบปฏิบติัเก่ียวกบัการส ารองขอ้มูลและการกูค้ืนระบบสารสนเทศท่ีส าคญั 
o ระเบียบปฏิบติัเม่ือเกิดเหตุการณ์ร้ายแรง 
o ก าหนดแผนการฟ้ืนฟูหลงัภยัร้ายแรง 

การปฏิบัติตาม การตรวจสอบ และมาตรการทางวินัย : 
o การปฏิบัติตาม : บุคคลท่ีมีหน้าท่ีหรือมีความเก่ียวข้องกับบริษทัฯ เช่น พนักงานของบริษทัฯคู่สัญญา ลูกจ้าง  

ผูใ้ห้บริการ ตลอดจนบุคคลภายนอกท่ีใช้ขอ้มูลของบริษทัฯ จ าเป็นตอ้งทราบเน้ือหาและปฏิบติัตามเน้ือหาของ
นโยบายทั้งหมด 

o การตรวจสอบ : บริษทัฯ สงวนสิทธ์ิในการกระท าการใด ๆ ท่ีเห็นว่าจ าเป็นเพื่อจดัการและป้องกันความมั่นคง
ปลอดภยัใหก้บัขอ้มูลและระบบเทคโนโลยสีารสนเทศขององคก์ร 

o มาตรการทางวินัย : หากมีการฝ่าฝืนขอ้ก าหนดของบริษทัฯ ท่ีก่อหรืออาจก่อให้เกิดความเสียหายแก่บริษทัฯ หรือ
บุคคลหน่ึงบุคคลใดทั้งทางตรงและทางออ้มถือเป็นความผิด ผูก้ระท าการฝ่าฝืนจะตอ้งถูกพิจารณาลงโทษทั้งทาง
วินยัและทางกฎหมายตามความเหมาะสมต่อไป 

 
บริษทัจะทบทวนนโยบายน้ีอย่างสม ่าเสมอ และพฒันาแนวปฏิบติัท่ีเก่ียวขอ้ง เพื่อให้แน่ใจว่าการด าเนินธุรกิจของ

เราสอดคล้องกับหลักนโยบายการบริหารจัดการความปลอดภัยด้านสารสนเทศและความมั่นคงปลอดภัยไซเบอร์ 
(Cybersecurity) อยา่งแทจ้ริง 


